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Introduction
This document outlines the process to import the standard Aktion Software Restrictions Group Policy into a client’s Active Directory domain.  The Group Policy is stored on the Aktion FTP site at:
ftp://ftp.aktion.com/Public/Aktion/SoftwareRestrictionGPO
This GPO is downloaded to the client server.  A new GPO is created and the settings in this download package is imported into the GPO in the client’s system.  Then link the GPO to the OU containing the client’s workstations (this is a computer based GPO). 
Installation Instructions
1. Download and unzip the contents of the Aktion Software Restriction GPO to a temporary location on the client’s domain controller (Downloads is fine).  Note the contents of the zip is a folder with a GUID name with subdirectories with all the GPO information.  Do not modify or edit directly.
2. On the domain controller, run the Group Policy Management Console (GPMC).  Navigate to the Group Policy Objects folder and create a new blank policy called something like “Aktion Software Restrictions Policy”.
3. Next, right click this new policy and from the context menu select Import Settings….
[image: ]
4. Import Settings Wizard
a. After the welcome screen, you will be presented with an option to backup this GPO.  You can skip this and select Next.  This is a blank GPO with nothing in it to save
b. Browse to the backup location.  This is the folder where you extracted the ZIP file containing the folder with the GUID name.  I typically put in Downloads.
c. The next screen will let you select the source GPO to import.  Since there is only one, select this one to import and select Next.
[image: ]
d. Select Next and then finish to complete the wizard.
5. The GPO is now on the server, but is not active (linked) in Active Directory.  The next step is to link this to an OU that has the computer systems that will be impacted.   By default, computer accounts are created into a folder called Computers which cannot have any directly linked GPO.  Small Business Servers do create an OU at MyBusiness\Computers\SBSComputers.  Drag and drop the newly created GPO to the OU containing the computer systems which you want this policy to apply.  
[image: ]
6. [bookmark: _GoBack]You can link to multiple OU if necessary.  This link can also be disabled (or unlinked) temporarily if a legitimate application install / update will not complete.
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